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Sub: School Education -Saie Usage of lntemet and other
Eleciomic Media by students wirile availing Online
Teaching facilities ofiersd by this Direclotat€ - NCERT
Guidelines on 'Sate Online Leaming in Tim€€ of
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Ref : Letter No.21-2020(PL)-1911 dt.15.06.2020 of the Joinl
S€qerary to t|6 Govt. of lndia, MHRD, Dept. of School
Education and tjteracJ, New Oelhi.

NCERT has brought orit a b.ocfiure t'ded 'Saie orlline Leaming in Times ol COVIDI L Th€ sam€ is

hosted in the Website of the Diredorate of School Educ-tion, Puducherry, for Guidance and Usage by the

Studenb, Teachers and Parsnts.

tl,ence, the InsD€cling Officers of all ihe Four R€gions of the U-T. d Pdtrcheny are he.eby dit€d6d

to sensitise all the sdrools under fEir conlrol r€gadir€ p.ecautions to be tak€n tor the Saf€ty of Childr€.|

wtrib using Electo.nic iiledia in the Tea.fing L€amil€ Proc€6s. l' -A^ ^^c )<-71)E\a,tror ,,U!2 __sz
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to:

1 .The Jdnt Director ot School Education, Direc{oEte of Sdool Educaiion, Puduch€rry.
2.The Chief E&calioml Officer, PududEny/ Karaikal / Mahe-
3.The Deputy Dtsctor ot Educdion Wqnen), PuducrErry.
4.The D€prrty Diredor ol Education(Secondafy), Karalkal.
s.The D€legate to Director ot Scfiool Education, Yamm.
6.The Deputy Inspector of Schools, Zone- | / ll / lll / lV / V, Puducfierry / Karaikal
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llow to stay safe online?

Create a strong password according to password guidelines, and frequently
change passwords to prevent mtsuse.

Read the privacy settings very carefully on social networking sites.
Communicate only with known people.

Be careful while posting photographs, videos and any sensitive information on
websites as they leave digital footprints which stay online forever.
Ensure that only authorized personnel access computer systems and labs.
Report immediately to the support team of networking site if you suspect that
your account have been hacked or stolen.
Invest in a strong network security q6tem,
Use only verified open source or licensed software and operating systems.
Set up your computer for automatic antivirus software and operating system
updates,

Don't reveal your password to anyone other than your parent or guardian.
Don't reveal personal information like age, address, phone number, school name
etc. as this can lead to identity theft.
Dont post anything which hufts others feelings.
Don't post your friendy information on networking sites, which can put them at
risk.

Don't fonrard anything that you read on social media without verirying it from a
trusted source.
Don"t leave your account unattended after login, log out when you are not usint it.
Dont create fake profiles for yourself on any social networkint site.
Dont use personal dwices such as personal USBS or hard drives on public
network or comouters.
Don't open links and attachment on social networking sites and block file
extensions such as .bat, ,cmd, .exe, .pif by fihering sofu,vare.
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How to prevent and counter cyberbullying?n '


